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November 30, 2022 

President Joseph R. Biden 
The White House 
1600 Pennsylvania Avenue, N.W. 
Washington, D.C. 20500 

Dear President Biden, 

We write to urge you to take action to halt the spread of LOG INK, a Chinese Communist Party 
(CCP) controlled digital platform for maritime data-sharing. 

The LOGINK logistics platform, which first spread outside of China in 2010, is both subsidized 
and promoted by the Chinese Ministry of Transport. It is now used by over 20 global ports and has 
the potential to collect massive amounts of sensitive business and foreign government data, such as 
corporate registries and vessel and cargo data. Most notably, many ports in South Korea and 
Japan, the hubs of the U.S. military presence in the Indo-Pacific, are already tied to a network 
linked with LOGINK. LOGINK is also spreading to Europe and now includes ports in Spain and 
Portugal. The U.S.-China Economic and Security Review Commission (USCC) recently identified 
this as a threat to the United States and reported that the CCP plans to use LOGINK to strengthen 
its influence over international maritime trade and port infrastructure. 

The widespread adoption of the LOGINK platform creates a strategic risk for U.S. commercial 
and military interests. The CCP could exploit their control over LOGINK to identify early trends 
in the movement of U.S. military supplies and equipment through commercial ports while denying 
other countries the same data on Chinese military assets. The CCP could gain valuable intelligence 
regarding U.S. supply chains and use this knowledge to imperil our supply of critical resources. 
The CCP can also capitalize on LOGINK data to confer commercial advantages to Chinese firms 
and skew the marketplace away from U.S. firms. 

The expansion of LOG INK, if left unchecked, could give the CCP a roadmap to gain a 
stranglehold on the arteries of global trade and data flows, a key aim of their Belt-and-Road 
Initiative (BRI). With the data that a global LOGINK system could provide, the CCP could 
efficiently identify vital transportation nodes necessary to control the physical movement of 
goods. This would be a disaster for American interests. 

For the reasons highlighted above, we respectfully request answers to the following questions, 
within all applicable rules and regulations, no later than January 11, 2023: 

1. Does your administration agree that the Chinese Communist Party having access to
sensitive U.S. government and military shipping data poses a threat to national security?
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